**Helpful Job Boards**

O-NET OnLine

<https://www.onetonline.org/>

Career One Stop

<https://www.careeronestop.org/>

Career Index Plus

<https://www.thecareerindex.com/>

AbilityJobs

<https://abilityjobs.com/>

Inclusively

<https://www.inclusively.com/>

AbilityLinks

<https://abilitylinks.org/>

Enable America

<https://enableamerica.dejobs.org/>

Circa

<https://jobs.localjobnetwork.com/disability>

NSite Connect

<https://nsiteconnect.jobboard.io/>

USAJobs

<https://www.usajobs.gov/>

**Federal Trade Commission- Consumer Advice**

“So how do you avoid job scams and spot phony job listings? Before you accept a job offer:

**Look up the company online.** Search the name of the employer plus words like “scam,” “review,” or “complaint.” What do others say? If you see complaints about fake checks, employees not being paid, or other fraud, walk away.

**Don’t share personal information.** Don't give the employer any personal information — like your Social Security number or banking information — until you've looked into the company and confirmed that the offer is legit.

**Don't pay for a job opportunity.** Honest employers won’t ask you to pay up front fees for a job. If they insist the payment needs to be through something like a wire transfer, cash, cryptocurrency, or payment app (think CashApp, Venmo, or Zelle), that’s even more proof that it’s a scam. These methods make it almost impossible to get your money back, which is why scammers insist you pay that way.

**Never trust a “cleared” check.** If your new “employer” sends you a check and tells you to send some money back due to “overpayment” — that’s a scam. The check will eventually bounce, and the bank will expect you to pay back the full amount.”

**Helpful Information on Job Scams**

<https://consumer.ftc.gov/articles/job-scams#examples>

**RSB Contact**

Phone Number: 1-800 592 6004 or complete a referral form online at:

<https://dss.mo.gov/fsd/rsb/contact-us.htm>